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Abstract— Traditional Voice over IP (VolP) systems is based
on client/server architecture, which is not applicable to Mobile
Ad Hoc Networks (MANETSs), which are a decentralized
collection of autonomous nodes. However, internet connectivity
for MANETSs becomes important as internet connected MANETSs
can serve as hot spot extension in 4G scenarios. Here, MANET
nodes can reach any wired node thus potentially registering with
SIP proxies in the fixed network becomes a viable solution. In
order to study the implications of using Vol P systems in inter net
connected MANETS we present in this paper simulation result of
SIP service scalability when centralized proxies/registrars located
in the Access Network are used by MANET nodes. Alternative
approaches to provide SIP services in such environment are also
discussed to improve performance.

Index Terms —VolP, SIP, MANET, Internet Connectivity,
P2P, Service Discovery

I. INTRODUCTION

A MANET is a collection of autonomous mobile nod&#N)
that communicate using wireless links without supgomom
any pre-existing infrastructure network. For intgn into
4G networks [1], internet connectivity is requireehich then

MANET. We conclude that the standard approach is
unsatisfactory from the performance point of vievhick
confirms the needs to deploy alternative approadhesich
scenarios.

The paper is organized as follows. In Section Ilpresent
the problems related to the deployment of standate
approach in internet connected MANETS, where peréorce
simulation is presented in Section Ill. Section diéscribes
alternative  approaches, exploring advantages
disadvantages of each one. Section V concludep#mer and
discusses future work.

and

Il. SIPSERVICES INHYBRID MANETS

SIP is a request/response protocol and SIP usensaiip
register their contact information with Registramsce they
connect to the SIP enabled network. Contact inftionais
comprised of the SIP user name of the user(s) ukangevice,
referred to as SIP address of records (AOR), armd IEh
addresses where the user is reachable. Proxy searer
needed because SIP users typically do not knowctinent

extend the range of hotspots by providing mumhoﬁomplete contact information of the callee but atdyAOR. A

connectivity from MNs towards the internet throughe or
more gateway nodes utilizing packet forwarding télfiges of
intermediate nodes via multihop paths.

MANETs will be a key enabler for future Ubiquitoasd

basic SIP session involves the calling user agemiacting the
calling side proxy server, which in turn will forveh the
message to the proxy server responsible for thea@oof the
called user agent. The proxy server for the calkteeves

Pervasive Communication and Computation (UbiComrﬁom the called side registrar (i.e. utilizes thdP Socation

scenarios [2] and internet connectivity for MANETsakes
them even more attractive. However, for providiegldyable
and scalable services, the Session Initiation RodtSIP) has
been considered as key element [3]. SIP is a sigpal
presence and instant messaging protocol and wasogped to
set up, modify, and tear down multimedia sessi@ms to
request and deliver presence and instant messagesthe
Internet. The SIP architecture is based on cené@lproxies
and registrars, typically owned by the network epar. As the

service) the bindings for the callee and eventuddlijvers the
request to the intended recipient. SIP can alsopeeated in a
serverless mode which however requires the usenter the
contact address directly.

SIP messages can be carried over UDP or TCP. When S
is transmitted over TCP, the transport layer presid
reliability. But when SIP is carried over UDP, SHkes care
of reliability itself as SIP requests are retraritedi afterTr(1)
seconds if no response is received, and the flin{&) doubles

MANET is an autonomous network, several problenisear after each retransmission following an exponenhiatkoff

when providing SIP services in internet connectefNH#TSs.

behavior.Tr(1) should resemble an estimation of the round-

Our contribution in this paper is a study of selerd'p time with default value of 500ms [4]. The @atsmission

alternatives to provide SIP services in internehneeted
MANETs. The use of alternative approaches is mtegda
through simulation results which address scalgtiliitations
for the standard SIP approach where the SIP pretgcated
in the access network and all SIP communicatiors goeugh
this proxy, even if both SIP endpoints are locabedthe

ceases upon the reception of adequate responségioseven
transmissions of the INVITE request. The SIP respo
retransmission scheme follows the same concephefSiP

request. Although the retransmission is usefulnfiaintaining

the reliability, the retransmission increases laad can cause
performance degradation of SIP signaling network.



MANETs are dynamic networks formed by peer nodesre outside the MANET and 18 sinks are also MANBE@es.

which impose limited applicability of standard SRhitecture
as registrars and proxies are fixed, static andirakred
entities. Therefore, the SIP protocol cannot beajeu as is
in isolated MANETs. In
however, end points located in the Ad Hoc netwak peach
other parties located in the internet (and thus 8§ proxies
and registrars) through gateway nodes, but whenntvaes in
the MANET need to communicate via SIP, any SIP aigg

will traverse the gateway, which is a severe penforce

Voice sources and sinks picked differently for eliént

number of hops between two nodes (or a node and the

gateway) varying from 2 to 7 hops.

internet connected MANETs Fig 1 shows the average SIP call setup delay aveuof

background flows increases, for different numbehops. As
expected, raising the number of background flowseases
the SIP call setup delay of the new call attemptiependent
of the number of hops between source and destimafibere
are several factors contributing to the overall satup delay.

SIP messages have to compete with backgroundctiaffihe
ad hoc network thus leading to increased packet los
probability for SIP signaling. If a SIP messagdaist or the
answer from the callee/proxy does not arrive ufii(1)
expires, it will be re-transmitted following an exential
backoff procedure. If the answer from the proxyvas later,
the re-transmission was not necessary further iboring to

limitation. Therefore, alternative approaches agirdble.

[ll. PERFORMANCE EVALUATION OF STANDARDSIP
ARCHITECTURE ININTERNETCONNECTEDMANET S

In order to analyze performance limitation of stamtSIP
architecture in internet connected MANETSs, we plotthis
section results based on the usage of centraliz#®l She congestion. Also, SIP messages compete at BN
proxy/registrar located in the access network. &itlans gateway with background flows for buffer space amight be
were performed using ns-2 in a static wireless MANE dropped. As the SIP proxy is located in the acoessork, the
network topology with 100 nodes. The transmissite of the delay imposed to SIP messages to reach the proxjyen
nodes was set to 24Mbps, and the nodes are placad 0x10 access network also contributes to the increassl®fsetup
grid at a distance of 200 m with 250m of transmissiange delay together with SIP processing delay at thexyro
and 500m of carrier sense using two ray ground aada Increasing the number of hops for background flaigs leads
propagation model. to high SIP setup delays due to the increase imreta

AODV-UU routing protocol [6] was adopted enablingutilization and contention for the wireless mediuftso we
MANET nodes to discover routes on demand. If th@bserved increased number of retransmission didetium

destination is located in the internet, gatewagpoad with a #\ccess Control (MAC) data frame collisions which turn

special proxy RREP. Mobile nodes then using RRE@RR &S0 increases channel utilization.
phase create tunnels towards the gateway for affiar ' ‘ ‘ :
destined to the Internet. MANET gateway is conngdtethe sl
fixed network through wired links and offers wiredead hoc
internet connectivity. The wired links are spedfiavith -
5Mbps bandwidth and 40ms delay. SIP proxy/registeaver

is located in the same access network as the gatewa

In our scenario, MANET nodes try to establish S#Bsons
to other nodes within the MANET or the Internetngsthe ns-  ~
2 SIP extensions provided by [8]. We measure aeciBif
call setup delay and SIP call blocking probabilitpder
different number of background flows, which are rled as ter
bi-directional exponentially distributed traffic thi mean
values for talk/silent time of 350ms/650ms, appmmading
G.729 voice codec [7]. Call setup delay is measwedhe . ‘ ‘ ‘ ‘ ‘
time between user agent sends an INVITE requestiugets ) ’ P ber Backaround 25 * ®
the 200 OK response while SIP call blocking proligbi
presents the percentage of SIP sessions that wete n
established within 5 seconds [5]. Results on cépativoice
calls are available from [9].

In this simulation, sources and destinations haeenb
selected randomly in order to generate 100 SIP at#dimpts
where all callers are located inside the MANET &&d6 of MANET). Here, the average time to establish a né@ Gll
callees are inside and 25% outside the MANET. F® t .5, reach almost 40 seconds under 32 backgrouw. feven
background flows always 100% of voice sources es&le the o 12 calls we observed more than 8 seconds ealpsdelay.
MANET and 75% of the voice sinks are located insidle  Therefore, as the number of hops and backgrountewvealls
MANET and 25% in the Internet. As an example for 24ncreases, the call blocking probability for newPStalls
background flows, sources are always MANET nodesinks increases as shown in Fig 2. Even if we choosebést case

kground flows

Fig 1: SIP call setup delay versus network load

As can be seen from Fig 1, the worst case is saesef/en
hop paths between source and destination. Alsosoime
source/sink combination, all SIP signaling musverae the
gateway twice (to reach the SIP proxy/server in dlceess
network plus to be forwarded to the callee locaitedthe



where source and destination is 2 hops away orfly 8bthe

MANET to the Internet brings performance limitaticm SIP

new SIP calls are completed within 5 second when 3&rvices. Therefore, an optimization to enhance &Rice

background flows have been established, resultingai
blocking probability of 75%, which is high for va@c
communication systems [10].
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Fig 2: Blocking probability versus network load

In order to evaluate the reasons for the high SllPsetup

delay, we plotted in Fig 3 the number of invitatioressages

(SIP INVITE) generated for the 2 and 5 hops scesaiVe
differentiated the number of invitation messagesegated in
three categories; (1) original 100 invitations geted to
establish the 100 SIP calls, (2) invitations retsure to SIP
messages dropped (e.g. SIP 200 OK dropped duetwmnke
congestion), and (3) invitations re-sent due tot8eout (e.g.
SIP timer expires just before SIP 200 OK arrivésy 3
presents case 2 and 3, where the number of rarsétattions

increases when number of background traffic in@eas

Furthermore, it shows that if background trafficlésv not
many SIP messages are dropped so only a few iiwvisaare
sent due to packet loss. As more background flowsadded,
more packets get dropped leading to more retrasgmisof

INVITE due to missing SIP packets. However, everemh

small number of background flows and few hops, thmber
of re-sent INVITEs due to timeout is significanhi3 is due to
the bad SIP timer configuration, which times oueab00ms
following an exponential backoff strategy. The teacnature
of AODV combined with the additional delay to reattte
proxy in the access network leads to frequent timead thus
unnecessary retransmissions. Therefore, a bettaeotit
strategy needs to be deployed for SIP over UDPiermet
connected MANETS.

V. SIPBASED SERVICE PROVISIONING FOR INTERNET
CONNETCEDMANETS

In order to enable SIP in internet connected MANET

several alternative approaches are describedsrséution.

A. SIP Proxy/Registrar co-locates at Gateways

availability to internet connected MANET nodes &silable.
In order to overcome such limitation, we proposeda SIP
proxy/registrar functionalities into MANET gatewagdes.

The proposed approach could be seen as an extension
applied to internet connected MANETS, allowing MANE
gateway nodes to act as SIP proxy/registrar sefvealso
changes the way MANET nodes find these SIP sewigheut
modifications of standard SIP architecture. Instefdising
pre-configured SIP outbound proxy server IP addrgBs
address of gateway acting as SIP proxy) in everyN#A
node, we propose the support of auto-configured SIP
applications through the use of MANET gateway discy
mechanisms [11]. A MANET gateway discovery mechanis
necessary in order to inform MANET nodes about rivgé
connectivity capability which can be coupled with &ddress
auto-configuration of MANET nodes.
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Fig 3: Invitation Attempts versus network load fogateway and 5 hops

We adopt the strategy to add SIP proxy/registraation
information to this mechanism instead of using heotauto-
configuration protocol such as DHCPv6 [12]. Theestdd
gateway discovery mechanism has a strong impacthen
overall performance due to the number of messaggwmaged
versus latency [11]. An integration of the proaetapproach
based on prefix continuity [13], where the MANETvigually
divided into as many subnets as there are gatewaysd
easily allow to deploy proxy/registrar functionglito-located
with each gateway thus improving the scalability.

An extension to the gateway discovery mechanisms is
required in order to convey the information that MMANET
gateway which originated the gateway advertisemagsage
can operate as a SIP proxy/registrar. We proposeeuse
Jelgers gateway discovery mechanism [13], whidaised on
the GW_INFO message, adding a "P"-bit in the resgifield
which indicates gateway capability to act as a SIP
proxy/registrar. A MANET node that receives such GWFO
message with "P" bit field set to 1 knows thatghgeway who

S

As discussed in section I, the use of standard SW¥iginated this message provides SIP proxy funefites (as

architecture where all SIP signaling exchanged betwSIP

shown in Fig 4). GW_INFO message format extension

MANET nodes (or a MANET node and an external nade iproposed for this approach does not impose morehead to

the Internet) needs to pass through gateways tratect the
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Fig 4: MSC of proposed approach

the network and also does not modify the protoadidvior.
According to [13], several algorithms exist for MEN nodes
to select a proper gateway if the node receiveferdift
GW_INFO messages with different prefixes indicatisyeral
gateways that connect the MANET to the Internemndf all
gateways implement SIP proxy/registrar functiomedit each
node has now additional freedom to select a gatémagd on
its SIP proxy/registrar capabilities.

The registration and session initiation processd®vi the
same behavior as the standard SIP mechanismg! gFggents
a MSC of the proposed approach, where gateway GW-A
operates as a SIP proxy/registrar server in thernet
connected MANET. As all MANET nodes (MN-A and MN-B)
have learned SIP proxy/registrar capability (GW-ARR
address) through gateway discovery mechanism (meskan
Fig 4), they start the registration process (messagnd 4) in
order to enable SIP service. In this example, Midadls user

24). It can be seen from Fig 4 that the proposeuicgeh is an
extension of standard SIP through the insertiorgateway
discovery message.

An advantage of the proposed proxy/registrar fumaiity
co-located with the access router or gateway ispitential
for easy integration into local and global mobilihanagement
mechanisms. Usually, MANET nodes register with MebP
foreign agents, which can be co-located with MANEErnet
gateways. Therefore, an integration of SIP proxy mobility
management at the gateway has the potential offiseymtly

I:Eeducing signaling traffic in the MANET. Howeversing the

proxy co-located at the gateway could have drawhack
because it is then difficult to offer 3GPP/IMS oomh

services. Integration into 4G networks architeciareurrently

under study within the IST project DAIDALOS [1]. An
evaluation of proposed method is available from [9]

B. Distributed SP and Integration with routing protocol

N-A using N-A's SIP URI located in the Internet and Registering SIP URIs and finding the location ofiem is

registered at Proxy@Internet. As shown in Fig 4VINE

(message 5-7) is used to request establishingsiadsetween
users. User N-A receives an INVITE and returnsavigional
response 100 Trying (message 8-10) immediatelycatitig
the receipt of the INVITE and call progress. Affarameters
confirmation such as codec to be used, user N-Armsta

similar to MANET routing. Therefore, it seems natuto
integrate the functions of SIP with MANET routingopocols
or to use MANET multicast/broadcast routing profscto
distribute SIP registration information to all MANEhodes.
Two solutions fall into this category: distribut&IP (dSIP)

response 180 Ringing (message 11-13). When N-Aspigk [14] and integration With (.:Iluster baged routing deel.uster
the phone, it sends a response 200 OK (messageS)14-I‘eadS take the responsibility of acting as SIP yregistrar

Finally user MN-A receives the 200 OK and returnd ACK
(message 17) to user N-A. Then the session islestath and
the call setup is followed by direct media exchangeg RTP
without proxy involvement. The session is closeatigh an
exchange of BYE (message 19-21) and 200 OK (mesd&age

servers [15]. As the role of cluster head mightngjeaover
time due to mobility, this solution also requirestt MANET
nodes have limited server functionality.

In dSIP [14], all MANET nodes have proxy/registrar
functionality. Fully distributed registration is ldeved by



broadcasting (or multicasting) a SIP REGISTER ngssa
the MANET through ad hoc routing protocols. All msdthat
receive a broadcasted REGISTER, process it uskig ldcal
server modules. The binding of the registering iserached
by all nodes that receive the broadcasted messaj@ &IP
200 OK message containing the binding of the reglyiser is
returned to the sending node.

When a user wants to invite a peer to a distribuiée
session, an INVITE message is built by the calkriagent
and forwarded to the local proxy module within thetde,
which maintains a cache for SIP URI bindings ledrtiwough
broadcasted register. The INVITE is thus sent by lcal
proxy module, where the logic of SIP has not chdrgg the
servers are decentralized and embedded in every BAN
node. This requires to install middleware on evRY&NET
node to intercept SIP signaling.

To work in internet connected MANETS, [16] proposes
"SIP gateway" for dSIP which hides the registratidrad hoc
users from SIP servers outside the MANET. This tamu
mainly deals with mobile nodes using private adskesvhich
are not globally reachable by internet nodes. Defiéation
between callee inside or outside the MANET can dreesved
through the extension ".local" at the SIP addresgll This
solution can be used as a way to enable SIP sessiamernet
connected MANETS, but it seems to be unpractica ireal
scenario where a SIP user, reachable by its SIRessidcould
be located either inside or outside MANETS. Insieag
propose to provide interworking with nodes in théetnet by

enabling MANET gateways with proxy functionalities.
MANET gateways will also receive the broadcastedP Sl

register messages and thus can act as supportthgr8kies
on behalf of MANET nodes. If a MANET node thus watd
invite a node located in the Internet, it looksthp cache but
does not find a proper binding. It thus concludes the callee
is not located in the MANET and forwards the INVIT&the
gateway, which in turn uses standard SIP proxy in@sim to
locate the callee proxy.

Using cluster based routing protocol on the othanch
reduces the number of transmitted messages in thieBM as

proxy/registrar functionality and can offer thisndee to the
other users in the MANET looking for the servicelPS
registration". MANET nodes thus register with timatde and
use it for normal SIP processing. Thus all SIP aligg goes
through that MANET node. In the server-less modajiaks
query for the service “SIP” and parameters cortfaénAOR of
the user to contact as attribute filter. All dedcen the
MANET receive this request and the one that matdhes
attribute AOR returns the IP address of the ser8i¢eon that
host. When the server module within the MANET node
receives the response it stores the IP addrededidrvice in
the cache. This step substitute the registratioegaures used
in standard SIP, where bindings are received andtaiaed
through periodic SIP REGISTER messages by SIP Ragis

If the callee is located outside the MANET, thelerahlso
issues a SLP query but it will not get a replyhe server-less
mode. We propose that the caller then assumeshihatallee
is located in the Internet and the caller send&allSVITE to
the gateway, which is then processed similarly istributed
SIP (see section B). In the server based apprdaeltallee is
not registered with the MANET node that acts as |3ty so
this proxy then has to forward the INVITE to the MBT
gateway.

The main problem is mutual interoperability asddVvices
in the MANET must run the same service discovery
framework in order to participate in SIP sessiofso, the
performance of SIP call setup then strongly depesdghe
performance of service discovery, which has sorblpms in
MANET due to broadcast messages [13].

D. Peer to Peer SP

The term "Peer to Peer" (P2P) refers to a classystems
and applications that employ distributed resoutogserform a
function in a decentralized manner. In Peer to F¢Br a SIP
system uses P2P mechanisms based on e.g. digiribath
tables (DHT) for management of distributed functimuch as
user location [18].

The registration process is modified by changingengh
registration messages are sent to. The user agastracts a
SIP REGISTER message containing the contact infoma
The end point (in this case the user agent) hableegsername

SIP messages are integrated with cluster basedngout(e-g- callee@kau.se), and sends the SIP messagiéetbin
protocol messages leading to improved bandwidthgaisa @ P2P message using the P2P overlay. Upon artiveddes

decreased collision probability and improved sdéitgb
However, cluster heads are single point of failarel the
usage of specialized routing protocol limits thahikty of the
approach. Therefore, we do not consider it further.

C. Integration of SP with Service Discovery Frameworks

A service discovery framework can be used to disc&IP
users either by finding out the bindings of useitkiw reach in
the MANET or to discover the IP addresses of a bygeSIP
AOR. Therefore, an integration of service discowsith SIP
services seems to be beneficial. Service LocatiostoBol
(SLP) [17] was used by [14] where the SIP locaservice is
exploited by broadcasting SLP service request nyessa
There are basically two different modes. In theveebased

registered in the P2P overlay network, the messagetracted
and a reply is sent. Each node now serves as nagishd
knows where parts of the users can be contacted. ideles
joining the system contact their neighbors andicap the
registrations and expiration times. When a callemts to
locate a callee, the caller node uses the samefhastion to
locate the callee in the overlay.

Interworking with nodes in the Internet can be achd by
constructing a hierarchy of P2P SIP networks, wWihGfNET
nodes are connected to local P2P SIP networks hwhiturn
are connected to the global SIP network through MEAN
gateways. MANET gateways thus have to act as PZP SI
Proxies [18] and have to be able to route SIP ngessa
towards the Internet. Hence, a MANET gateway nexthd

approach, one of the devices in the MANET may hakggistered with the P2P overlay network and is llotm a

Fully Qualified Domain Name (FQDN).



TABLE 1: COMPARISON OF PROPOSED APPROACHES

Parameters

Proxy-based

Distributed STP

Service Discovery

P2P SIP with DHT

MN SIP Stack

Standard SIP Stack is suffi-
cient

A SIP  Proxy/Registrar
module needs to be installed
in some MNs

A Service Discovery module
and SIP  Proxy/Registrar
module needs to be installed
in MNs

DHT module needs to be
installed in MNs. Exten-
sion to SIP REGISTER. me-
ssages are required to trans-
port DHT

GW Discovery

Extension needed (insert bit
“P” in GW_INFO message)

Standard GW Discovery is
sufficient

Standard GW Discovery is
sufficient

Standard GW Discovery is
sutficient

Additional GW
Functionalities

GW must implement SIP
Proxy/Registrar functionality

GW must implement SIP
Proxy/Registrar functionality

GW must implement SIP
Proxy/Registrar functionality

GW must implement Peer-
to-Peer SIP Proxy/Registrar

Additional Interfaces
Required

Interface  between GW
discovery module and SIP
client module in each MN.
Interface  between GW
discovery module and SIP
Proxy/Registrar module at

Interface between MANET
Routing Protocol module
and SIP  Proxy/Registrar
module at MNs and GWs

Interface between Service
Discovery module and SIP
Proxy/Registrar module at
MNs and GWs

Interface between
DHT module and SIP
client module at MNs
Interface between
DHT module and SIP
Proxy/Registrar module at

GWs GWs

connected MANETs and demonstrates several altgmati
approaches. The application of decentralized smiaticould
improve the scalability of SIP services in intereennected
MANETSs. The alternatives presented show that for SviN

P2P systems have the advantage of scaling morky easi
the number of nodes increases, since each new oibeies
additional server-like functionality when it joindowever, the
performance of P2P SIP in hybrid MANETs dependshan
performance of the P2P overlay network and thu®HdT  enable SIP communication with internet nodes, MANET
processing in MANETSs which has some limitations][¥dso, gateways should have SIP proxy functionality endblgn
unlike O(1) lookup cost in classical client-server basedrder to make these alternatives practical, several
systems, the P2P lookup cost can be much highélida8ing improvements are still necessary and a detailedpadson is
to potentially increased call setup latency. required for the different approaches. This shoudde the

E. Impact of proposed approaches on SIP architecture and way for efficient SIP support for future wirelesstwork.

functionalities
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